
General

Details

Domain WIN.MIT.EDU

Owner WIN\Domain Admins

Created 5/4/2001 12:31:46 PM

Modified 7/11/2003 4:11:42 PM

User Revisions 10 (AD), 10 (sysvol)

Computer Revisions 149 (AD), 149 (sysvol)

Unique ID {37E9DA32-C604-46C3-A63A-15F5FE6881F6}

GPO Status User settings disabled

Links

Location Enforced Link Status Path

WIN No Disabled WIN.MIT.EDU

Machines No Enabled WIN.MIT.EDU/Machines

RIS Yes Enabled WIN.MIT.EDU/RIS

This list only includes links in the domain of the GPO.

Security Filtering

The settings in this GPO can only apply to the following groups, users, and computers:

Name

NT AUTHORITY\Authenticated Users

WMI Filtering

WMI Filter Name None

Description Not applicable

Delegation

These groups and users have the specified permission for this GPO

Name Allowed Permissions Inherited

NT AUTHORITY\Authenticated Users Read (from Security Filtering) No

NT AUTHORITY\SYSTEM Edit settings, delete, modify security No

WIN\Domain Admins Edit settings, delete, modify security No

WIN\Enterprise Admins Edit settings, delete, modify security No

Computer Configuration (Enabled)

Software Settings

Assigned Applications

ActivePerl Build 623 (SysDrive)

Product Information

Name ActivePerl Build 623 (SysDrive)

Version 5.6

Language English (United States)

Platform Intel

Support URL http://www.ActiveState.com/

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\MSI\Active Perl\ActivePerl-5.6.0.623-MSWin32-x86-multi-

thread.msi

Uninstall this application when it falls out of the scope of management Disabled
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Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {2876c84b-f2d9-40e6-a522-e0856519e838}

Deployment Count 0

Security

Permissions

Type Name Permission Inherited

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

\\win.mit.edu\dfs\MSI\Active Perl\perlSYSDRIVE.mst

AD Container Management (2002-09-30)

Product Information

Name AD Container Management (2002-09-30)

Version 1.1

Language English (United States)

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\MSI\AD Container Management Snap-In\adcontmgr-

2002-09-30.msi

Uninstall this application when it falls out of the scope of management Enabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {367b9daf-1cd9-4028-a269-d904fb8ac187}

Deployment Count 0
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Security

Permissions

Type Name Permission Inherited

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

None

Microsoft Windows 2000 Resource Kit

Product Information

Name Microsoft Windows 2000 Resource Kit

Version 5.0

Language English (United States)

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\ops\bootstrap\msi\Microsoft Windows 2000 Resource

Kit\w2000rk.msi

Uninstall this application when it falls out of the scope of management Disabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {4e1f3fcf-b205-427f-b52b-d13bdfb6526c}

Deployment Count 0

Security

Permissions

Type Name Permission Inherited

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Read, Write Yes
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Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

None

Pismere (2002-10-07)

Product Information

Name Pismere (2002-10-07)

Version 0.2

Language English (United States)

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\ops\bootstrap\msi\Pismere\Archives\pismere-2002-10-07.msi

Uninstall this application when it falls out of the scope of management Enabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {5bea9b2f-abfa-47fd-bab8-f6ce4129296e}

Deployment Count 0

Security

Permissions

Type Name Permission Inherited

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced
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Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

None

Windows 2000 Service Pack 3

Product Information

Name Windows 2000 Service Pack 3

Version 5.0

Language

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\msi\Microsoft Windows 2000 Service Pack 3\i386\update

\update.msi

Uninstall this application when it falls out of the scope of management Disabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {5d0930a0-1033-433a-8bb9-603665550dd0}

Deployment Count 1

Security

Permissions

Type Name Permission Inherited

Deny WIN\WinSrv2003.group Read No

Deny WIN\WinXPPro.group Read No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None
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Categories

None

Transforms

None

Windows 2000 Support Tools

Product Information

Name Windows 2000 Support Tools

Version 5.0

Language English (United States)

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\ops\bootstrap\msi\Windows 2000 Support

Tools\2000RKST.MSI

Uninstall this application when it falls out of the scope of management Disabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Disabled

Diagnostic Information Setting

Product code {242365cd-80f2-11d2-989a-00c04f7978a9}

Deployment Count 0

Security

Permissions

Type Name Permission Inherited

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

None

Windows XP Service Pack 1

Product Information

GP.Pismere.NO-OVERRIDE file:///C:/Documents%20and%20Settings/abell.WIN/Desktop/gp/gp-pism...

6 of 10 7/16/2009 1:55 PM



Name Windows XP Service Pack 1

Version 5.1

Language

Platform Intel

Support URL

Deployment Information

General Setting

Deployment type Assigned

Deployment source \\win.mit.edu\dfs\msi\Microsoft Windows XP Service Pack 1\update\update.msi

Uninstall this application when it falls out of the scope of management Disabled

Advanced Deployment Options Setting

Ignore language when deploying this package Disabled

Make this 32-bit X86 application available to Win64 machines Enabled

Include OLE class and product information Enabled

Diagnostic Information Setting

Product code {5d0930a0-1033-433a-8bb9-603665550dd1}

Deployment Count 0

Security

Permissions

Type Name Permission Inherited

Deny WIN\Win2K.group Read No

Deny WIN\WinSrv2003.group Read No

Allow NT AUTHORITY\Authenticated Users Read No

Allow WIN\Domain Admins Full control No

Allow NT AUTHORITY\SYSTEM Full control No

Allow WIN\Domain Admins Read, Write Yes

Allow WIN\Enterprise Admins Read, Write Yes

Allow CREATOR OWNER Read, Write Yes

Allow NT AUTHORITY\SYSTEM Read, Write Yes

Allow NT AUTHORITY\Authenticated Users Read Yes

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Advanced

Upgrades Setting

Required upgrade for existing packages Enabled

Packages that this package will upgrade GPO

None

Packages in the current GPO that will upgrade this package None

Categories

None

Transforms

None

Windows Settings

Scripts

Startup

Name Parameters

\\win.mit.edu\dfs\ops\auto\operational\scripts\machine\startup\startup.wsf

\\win.mit.edu\dfs\ops\auto\operational\scripts\common\ie6sp1deploy.pl

\\win.mit.edu\dfs\ops\auto\operational\scripts\hotfix\autohotfixer.pl

Shutdown
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Name Parameters

\\win.mit.edu\dfs\ops\auto\operational\scripts\machine\shutdown\shutdown.wsf

Security Settings

Account Policies/Password Policy

Policy Setting

Minimum password length 0 characters

Password must meet complexity requirements Disabled

Store passwords using reversible encryption Disabled

Account Policies/Account Lockout Policy

Policy Setting

Account lockout threshold 0 invalid logon attempts

Account Policies/Kerberos Policy

Policy Setting

Enforce user logon restrictions Enabled

Maximum lifetime for service ticket 600 minutes

Maximum lifetime for user ticket 10 hours

Maximum lifetime for user ticket renewal 7 days

Maximum tolerance for computer clock synchronization 5 minutes

Local Policies/Security Options

Interactive Logon

Policy Setting

Interactive logon: Do not display last user name Enabled

Network Security

Policy Setting

Network security: Force logoff when logon hours expire Disabled

Registry

MACHINE\SOFTWARE\MIT\Pismere\RootPass

Configure this key then: Propagate inheritable permissions to all subkeys

Owner

Permissions

Type Name Permission Apply To

Allow BUILTIN\Administrators Full control This key and subkeys

Allow CREATOR OWNER Full control Subkeys only

Allow WIN\Domain Admins Full control This key and subkeys

Allow BUILTIN\Power Users Read This key and subkeys

Allow BUILTIN\Power Users Set Value, Create Subkey, Delete This key and subkeys

Allow NT AUTHORITY\SYSTEM Full control This key and subkeys

Allow BUILTIN\Users Enumerate Subkeys, Notify, Read
permissions

This key and subkeys

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Disabled

Auditing
No auditing specified

MACHINE\SOFTWARE\Policies\Microsoft\Windows\System

Configure this key then: Propagate inheritable permissions to all subkeys

Owner

Permissions

Type Name Permission Apply To
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Allow NT AUTHORITY\Authenticated Users Read This key and subkeys

Allow Everyone Read This key and subkeys

Allow inheritable permissions from the parent to propagate to this object and all
child objects

Enabled

Auditing
No auditing specified

Administrative Templates

Network/DNS Client

Policy Setting

Primary DNS Suffix Enabled

Enter a primary DNS suffix: mit.edu

System/Group Policy

Policy Setting

Folder Redirection policy processing Enabled

Allow processing across a slow network connection Disabled

Process even if the Group Policy objects have not changed Enabled

Policy Setting

Registry policy processing Enabled

Do not apply during periodic background processing Disabled

Process even if the Group Policy objects have not changed Enabled

Policy Setting

Scripts policy processing Enabled

Allow processing across a slow network connection Enabled

Do not apply during periodic background processing Disabled

Process even if the Group Policy objects have not changed Enabled

Policy Setting

Security policy processing Enabled

Do not apply during periodic background processing Disabled

Process even if the Group Policy objects have not changed Enabled

Policy Setting

Software Installation policy processing Enabled

Allow processing across a slow network connection Disabled

Process even if the Group Policy objects have not changed Enabled

System/Scripts

Policy Setting

Run logon scripts synchronously Enabled

System/User Profiles

Policy Setting

Do not check for user ownership of Roaming Profile Folders Enabled

Extra Registry Settings

Display names for some settings cannot be found. You might be able to resolve this issue by updating the .ADM files used by Group Policy Management.

Setting State

Software\Microsoft\Windows\CurrentVersion\Internet Settings\ZoneMap\Domains

\mit.edu\win\*

2

System\CurrentControlSet\Control\Lsa\Kerberos\Domains\ATHENA.MIT.EDU

\KdcNames

Unknown data format

System\CurrentControlSet\Control\Lsa\Kerberos\Domains\ATHENA.MIT.EDU

\KpasswdNames

Unknown data format
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System\CurrentControlSet\Services\TransarcAFSDaemon\NetworkProvider

\Authenticate

1

System\CurrentControlSet\Services\TransarcAFSDaemon\NetworkProvider

\Domain\ATHENA.MIT.EDU\Authenticate

1

System\CurrentControlSet\Services\TransarcAFSDaemon\NetworkProvider

\Domain\LogonScript

wscript.exe \\win.mit.edu\dfs\ops\auto\operational\scripts\user\logon

\logonbefore.wsf

User Configuration (Disabled)

No settings defined.
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