Top 11 List for FileMaker Security

1. If you have sensitive data, do not web-enable your FileMaker databases
2. Use the most current product release possible, but in any case, do not use any version earlier than 7
3. Use FileMaker Server and not a peer-to-peer configuration
4. Use individual user accounts and strong passwords
5. Hide your files from the network and from your users
6. Turn on SSL
7. Implement a robust backup and recovery procedure
8. Require a password to administer FileMaker Server
9. Physically secure your server and backup media
10. If feasible, use a Server OS firewall
11. Use an odbc client configured for an encrypted connection